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Abstract

The number of vehicles has increased signi cantly in recent ges, which causes
high density in tra ¢ and further problems like accidents and road congestions.
A solution regarding to this problem is vehicle-to-vehicleammunication, where

vehicles are able to communicate with their neighboring véties even in the ab-
sence of a central base station, to provide safer and more e ciembads and to

increase passenger safety.

The goal of this thesis is to investigate basic physical layer pamneters of a
inter-vehicle communication system, like emission power, speatemission, error
vector magnitude, guard interval, ramp-up/down time, and tird order intercept
point. | also studied the intelligent transportation system's clannel layout in
Europe, how the interference of other systems are working in-channel and ad-
jacent channels, and some proposals to use the allocated frequebands. On the
other hand, the fundamentals of OFDM transmission and de nitias of OFDM
key parameters in IEEE 802.11p are investigated.

The focus of this work is on the measurement of transmitter fraend parame-
ters of a new testbed designed and fabricated in order to be usddrder-vehicle
communication based on IEEE 802.11p.
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Chapter 1

Background

Road accidents take the life of many people in the world eackgr, and much more
people have been injuring and maiming. Statistical studies sWathat accidents
could be shunned by 60 % if drivers be informed only half a secobéfore the
accident, [1]. The main reason of these accidents is a limitafi in view of roadway
emergency events that can be due to the distances, darkness, argtence of an
inhibiter in the road (a vehicle, building, rock, etc). Also a elay of the vehicle's
driver to react against the events on the roadway could maker@parable results,
[2].

Communication between vehicles, Vehicle-to-Vehicle (V2V),ra between a
vehicle and an immobile access point, Vehicle-to-Infrastruee (V2l), have the
potential to contribute considerably to the elimination of fra ¢ accidents. V2V
and V2| communications (called V2X) could be pro table in tra c congestion
decreasing. The concept of this communication is to send safetessages by a
vehicle to many other vehicles via wireless connection. Inihtechnology, vehicles
can communicate and collaborate with each other, exchangirboth safety and
non-safety information. Therefore commercial bene ts candomentioned in this
communication too.

A very promising speci cation for vehicular communicationss the draft stan-
dard IEEE 802.11p, [3], also known as Wireless Access in Vehicuavironments
(WAVE). This speci cation is an advancement of the well-knownWireless Local
Area Network (WLAN) standard IEEE 802.11, [4], which operates inlte 59 GHz
frequency band and is conceived for data communication inaic scenarios with
speeds up to 72m/s.

In the IEEE 802.11p standard, communication signals are geraed with the
Orthogonal Frequency Division Multiplexing (OFDM) technique principle. This
work describes fundamentals of OFDM transmission as well as fteend char-
acterization such as emission power, spectral emission, Error Y@cMagnitude
(EVM), Guard Intervals (Gl), ramp up/down time and 3rd order | ntercept Point
(IP3) in chapter 2. All these subjects are under investigation taise in V2X
communications.

In this thesis | investigate a transceiver, which has implemeat the draft
standard IEEE 802.11p. OFDM parameters and Physical layer (PHY3ignals of
the transceiver must meet the speci cations de ned in the standa. This device
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named "RouterBOARD 532A" is developed by Siemens AG Austria andas two
antennas for transmitting and receiving the signals.

Finally the measurements on the transceiver, for the desired aneters will be
explained in chapter 4. Measuring the Front-end characteiion of transmitter
like emission part, specrum mask, error vector magnitude, and mgp-up/down
time are categorized in the practical part of the thesis. All thee speci cations
will be compared with the IEEE 802.11p standard.



Chapter 2

Introduction

In this chapter, fundamentals of an OFDM transmission are intrduced and some
important parts creating an OFDM signal, such as Inverse Fast Faier Trans-

form (IFFT), cyclic pre x and the e ect of subcarrier amount on the spectrum
of an OFDM signal, are explained in detail. Afterward the fundeental param-

eters of frontend characterization are discussed. In sectiorBZhe importance of
dynamics of vehicular wireless channels are clari ed and damed in detail.

2.1 Fundamentals of OFDM Transmission

The draft standard IEEE 802.11p is based on OFDM transmission teoblogy.

Therefore a higher spectral e ciency, lower sensitivity in synlasronization errors
and less Inter-Symbol Interference (ISI) could be expectedompared to the other
techniques like Time Division Multiple Access (TDMA). In an OFDM signal, a
higher data bit rate channel is divided into multiple orthognal sub-channels
in the frequency domain with lower bit rates. By this multiplexing technique,
there exist several narrow-band subcarriers instead of a widershcarrier. This

conversion is shown clearly in Figure 2.1. In the rst part of thegure, three

symbols A, B, and C are included in a signal with a specic frequegcand

separated in time. In the second part of the Figure 2.1 these synmbare extended
in time, but separated in carrier's frequency, so the probalify of wasting a

symbol due to multipath propagation of the signal is reduced, drcause in the
new situation, the symbols have less overlap on the adjacent syatb. A more
complete description of an OFDM signal can be seen in Figure 2.As Figure

2.2 shows, an OFDM signal is divided in both time and frequency dwin and

so increases the capacity of the system in addition to the less irference of the
adjacent symbols. The guard interval between the symbols in tiendomain is
shown also in the Figure 2.2. More detail explanation about gua interval in

OFDM signal is explained in Section 2.1.2.

2.1.1 IFFT

To create the OFDM symbol in practice, a serial to parallel chips used in order
to convert a signal with N serial symbols to a signal withN parallel symbols.
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Figure 2.2: OFDM time/frequency representation.

Each parallel data symbol (orthogonal sub-carrier) is modutad and then the
modulated subcarriers are added together. because of praaticeasons, this
procedure is implemented by an IFFT block. Figure 2.3 shows angple block
diagram of an IFFT system.

2.1.2 Cyclic Pre x Insertion

Wireless communications systems are predisposed to multi-pathopagation on
the radio channel. Adding a cyclic pre x to the signal reduceshe ISI. The
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Figure 2.3: IFFT.

cyclic pre x is repetition of the last part of a symbol at the begnning of the

same symbol that is illustrated in Figure 2.4. Multi-path propaation causes
the original signal to fade, so a guard interval in the symbol wilimprove the

transmission. The cyclic pre x technique is being used as a guairdterval in

the OFDM signals. In the presence of a cyclic pre X, interferemcsignals do not
interfere with the main part of the symbol, [5].
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Figure 2.4: Cyclic Pre x Insertion.

2.1.3 OFDM Spectrum

A number of sub-carriers, k, of an OFDM signal with the same banddih is
a ecting the power level of the side-lobes in the power densitgpectrum. A
faster side-lobe decay is due to a larger amount of tHe. Spectrum mask of
IEEE 802.11p is described in detail in Section 2.2.1. The spaain mask in
IEEE 802.11p is divided into 64 sub-carriers.

2.2 Fundamentals of Frontend Characterization

2.2.1 Emission Power and Spectral Emission

The transmit spectrum mask speci es the power limitation in a spec frequency
bandwidth and a certain o sets relative to the maximum carrie power, therefore
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Table 2.1: Emission power limitation for each class [3]

Power Max. output
class power (dBm)
Class A 0
Class B 10
Class C 20
Class D 288

the unit is in dBr which stands for dB relative. Spectrum masks resures that
multiple WLAN devices do not interfere with each other and adjcent channels
also have no interference with each other. The spectrum mask tesin be a
good indicator of fading presentation in a channel. By transrhpower spectrum
mask measurements, the in-band (working channel) and out-o&bd (adjacent
and non-adjacent channels) spurious signals could be speci eaddameasured.

For WLAN, the peak Power Spectral Density (PSD) is used as the refnce
power in the signal. All o set results are measured according to ¢hpeak PSD.
In the IEEE 802.11p standard the bandwidth of a channel is 10 MHand the
spectrum mask is de ned up to 15MHz o set from center frequency adach
channel.

Transceivers according to the IEEE 802.11p standard, transmgignals in dif-
ferent classes (A, B, C, D). A maximum power de ned for each clas$twansceiver
and 800 mW (288 dBm) is the highest transmit power in class D, [3]. More de-
tails about limitations of each class are discussed in section 418 class A, the
transmitter has the lowest transmit power, up to 1 mw (0dBm). Foroperation
in the 5:850 5:925GHz band, according to the IEEE 802.11p standard, the
emission power and transmitted spectrum should correspond to Tabl2.1 and
Table 2.2.

The spectrum masks for all classes are de ned for a 10 MHz channehBevidth.
The exact values can be seen in Table 2.2, but in general the Ihéy transmit
power the faster spectrum edge decay. So design and fabricatadriransceivers in
higher values of transmit power could be more di cult becausefdahe nonlinearity
of components in transceivers.

In class A through class D the ramp of the main edge in the de ned sptrum
mask (between %6 and 55 MHz o set) increases, because of the higher maximum
output power in class D. The relative power level of the unwaet signals at an
o set of 15MHz from the centre frequency reduces from40dBr in class A to

65dBr in class D. Table 2.2 speci es the spectral mask for class A ¢tass D
operations.

2.2.2 Error Vector Magnitude (EVM)

The EVM is a parameter used to specify the quality of a transceiverA signal
received by a receiver or sent by a transmitter shall have all cstellation points
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Table 2.2: Spectrum mask of di erent classes [3]

Di erent 4:5 MHz 5MHz 5:5 MHz 10 MHz 15MHz
classes o set oset (dBr) | oset (dBr) | oset (dBr) | oset (dBr)
Class A 0 10 20 28 40
Class B 0 16 20 28 40
Class C 0 26 32 40 50
Class D 0 35 45 55 65

in the I-Q plane like the main signal. Various problems in themplementation
of a device (such as carrier leakage, low image rejection mtphase noise, etc.)
cause deviations of the actual constellation points. Therefethe average distance
between ideal constellation points and received points byaeiver is called EVM.
Figure 2.5 shows the de nition of EVM. This parameter could be »gressed in
dB or percent (%) and is related to the ratio of the power of therror vector to
the Root Mean Square (RMS) power of ideal signal.

Measured Symbol Location

Imaginary (Q)

Error Vector

N
%
) :
S Ideal Symbol Location
g
5 s
3y N
o 9
S Q@
o
12
&©

Real (1)
Figure 2.5: Constellation error [4].

Possible data rates in IEEE 802.11p and related constellatiomrers are illus-
trated in Table 2.3. Also the related modulation type for each ata rate is shown
in this table (the data rate changes according to modulatiotype and code rate).
In order to measure the EVM of a signal, the data rate and modulaiin type has
to be speci ed.

2.2.3 Guard Interval

The guard interval is the separation between two neighbor syrnols of telecom-
munication signals, in order to prevent the transmission symbolsiterfere with
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Table 2.3: Allowed EVM versus data rate and modulation type in IEE 802.11p

Modulation type | Code rate | Data rate (Mb/s) | Relative constellation error(dB)
BPSK 1=2 3 5
BPSK 3=4 4:5 8
QPSK 1=2 6 10
QPSK 3= 9 13
16 QAM 1=2 12 16
16 QAM 3=4 18 19
64 QAM 2=3 24 22
64 QAM 3=4 27 25

each other. Therefore signals have more immunity against dglan propagation,
when using guard interval. Di erent delays in multipath propagation are coming
from di erent re ections, diraction, and transmission of the individual paths.
In OFDM, a cyclic pre x technique is implemented as guard ir¢rval. At the be-
ginning of each symbol, a copy of the last part of the symbol is ih@ed, which
is called cyclic pre x or guard interval. This is explained m Section 2.1.2. In
Figure 2.6 a symbol of an OFDM signal is shown with the de nition bthe guard
interval.

Figure 2.6: Guard interval in an OFDM signal.

The guard interval duration and symbol duration in the IEEE 8@.11p standard
are de ned as following:
Tsym = Tai + Terr =8's
T =1:6s

Tsym, Ter, and Teer is de ned in Figure 2.6.

2.2.4 Ramp-up and Ramp-down Time

The ramp-up time is the necessary time for a signal amplitude tase from 10 %
to 90 % of the maximum level of the signal power, and vice versar fine ramp-

down time. This factor shows the system delay in order to reach aatdile level.
It is important to be sure that this delay is not larger than the delay of sending
data since the device starts sending data. More details are dissed in Section
4.7. Figure 2.7 shows the de nition of ramp-up and ramp-downirne.
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Figure 2.7: Transmit power on/down ramp.

2.2.5 Third Order Intercept Point (IP3)

The Third Order Intercept Point (IP3) is a factor to measure the nonlinearity of
systems and devices. The intercept point is a mathematical caqt, and does
not correspond to a practically occurring physical power lelie The ng order
intermodulation products appear atn times the frequency spacing of the input
tones. Figure 2.8 shows the intermodulation products of a twahe signal. Third
order intermodulation products are more important than otler intermodulation
products due to the high relative power level and less distante main tones.

4+ Fundamentals

A A

Pout

2nd 2nd

3rd 3rd
5th T T 5th
T T >
2-f1 / ‘ 1 f2 ‘ f1+f2 Frequency
31— 2f 3f2-2f1
2f1-f2 2f2-f1

Figure 2.8: Intermodulation products.

The output power versus the input power, both in logarithmic sale, are shown
in Figure 2.9. One curve belongs to the fundamental responseanf input signal
and is linearly ampli ed, and the other curve shows the third ader intermodu-
lation product's response, which is nonlinearly ampli ed (wth slope 3).

The nonlinearity of ampli ers, implemented in transceivers, ¢ads to a 3dB
increase in third order products when the input power is incesed only by 1 dB.
Therefore a limitation for ampli er's input power is required in order to prevent
disappearing of the main signal. The third order intercept paoit is de ned at
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Figure 2.9: Third order de nition.

the intersection of the linear fundamental response curve witthe third order
response curve. The third order intercept point is higher tharthe 1dB gain
compression point, which is de ned at the input power, where # saturated
fundamental curve is 1dB below the linear fundamental curveBoth , the third
order interception point and the 1 dB compression point are shawin Figure 2.9

2.3 Dynamics of the Vehicular Wireless
Channel

Fading can be de ned generally as the distortion of a modulatketelecommuni-
cation signal occurred during the signal propagation in the emnel. In WLAN
communication, fading is caused by multipath propagation. iRding the rate of
fading's changes can help us to program the ampli ers in traamitter and receiver
in order to have a clearer signal in receiver. Level Crossing RafLCR) is a factor
to measure the rapidity of the fading. LCR shows how often the ¢ang crosses
a certain threshold in positive direction, [6]. Figure 2.10 shwes the concept of
LCR.

The dynamic of a wireless channel can be separated in pathlossiaading
that is described in the next sections.

2.3.1 Path Loss

Path loss is the attenuation in power of an electromagnetic wa between a trans-
mitter and a receiver. Path loss depends on many factors likeeé space loss,
refraction, diraction, re ection, absorption, ground forms, environment, and

10
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Level crossing

Power response (dB)

.Threshold

»

Frgquency

Figure 2.10: Level Crossing Rate (LCR).

propagation medium. In V2V communication, a Line of Sight (L) path exists
if no blockage is between the transmitter vehicle and receiveehicle. According
to the existence of LOS, di erent characteristic are de ned fo path loss. The
path loss can be investigated in di erent scenarios like highwaurban and rural

roads, where some factors are di erent in each scenario, like speand tra c
congestion.

Figure 2.11: Two ray path loss model.

For the LOS case one approach is the two ray path loss model fortelenining
the received signal power level, described in [7].

P.GG, " 2
- Dg —— +D e Ifk(ra ro)* g 2.1
' L(rq) ¢ 4r 4 " 4r, (2.1)

P; is the Txpower, G; and G, are the gains of the antennas at transmitter
and receiver, alternatively, is the propagating signal's wavelengthry and r,
are the path lengths of the direct and re ected signals, see Figpi2.11. is the
phase rotation due to ground re ection, is the re ection coe cient, Dy and

D, are the antenna directivity's coe cients, L(rq) is the the factor regarding to
the absorption.

Two scenario can be de ned in path loss study, LOS propagation driNon Line
of Side (NLOS) propagation. The NLOS case happens when obstacfgaar in

11



2.3 Dynamics of the Vehicular Wireless Channel

between the transmitter antenna and receiver antenna. This epnario happens
when there is heavy tra ¢ or the communication distance is lage. In this case
a LOS path may exist only among the adjacent vehicles. One poséilyi to
model the path loss in NLOS scenario is the log-distance model idn exponent
between 28 5:9 GHz, [7].

P, = P,.GG, d 1m (2.2)

4
21
P =PGG o d>1m (2.3)

Whered is the distance between the transmitter and the receiver, and takes
value from 28 to 5.9, [7].

2.3.2 Fading

The variation of the amplitude and/or relative phase in a receed signal can
be de ned as fading. Therefore fading can be described as thariation of the
characteristics of the propagation path over time or locatie. Small scale fading
describes the oscillation of the received signal strength ovegry short time du-
ration or a short distance. Rician and Rayleigh fading are ofteused for small
scale fading. Large scale fading is caused by shadowing. The nebtation has
to move over a large distance to remove the e ects of shadowingor shadowing
the log normal distribution is often used, [8].

Rician Fading

Rician fading is a stochastic model used for radio propagationVhen a signal
received by receiver from di erent paths, a part of signal codl be canceled by
itself due to di erent path distances. In the case that one of the gnals received
by receiver be much stronger and be dominant, Rician fadingrcée considerable.
In Rician fading the amplitude of the eld strength of the recéved signal can be
described by a Rician distribution.

282 A
P(r) = Lze T/}IO al for(A  O;r 0) (2.4)

2
The A is the amplitude of the dominant component and o is the modi ed
Bessel function of the rst kind and zero-order. The 2 is the time-average power
of the received signal. A very important parameter is the Ricéactor, or K-factor
which is de ned by the ration between the power of the LOS congmnent and the
di use component.

2
K (dB) = 10Iog% (2.5)

12
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Figure 2.12: Rician and Rayleigh Probability Density Funcibn (pdf).

For K >> 1 the Rician distribution can be approximated by a Gaussian dis-
tribution. One example of a Rician distribution is shown in Figire 2.12.

Rayleigh Fading

Rayleigh fading is a kind of Rician fading wherK ! 0 which means that there
exists no dominant path. Rayleigh fading happens if a signal gs through a
channel and the amplitude of the eld strength of the signal vaes or fades ac-
cording to the Rayleigh distribution model. The Rayleigh distibution is de ned
as

( .
Sexp 3z © r 1)

2.6
(< 0) (2.6)

p(r) =

where 2 is the time-average power of the received signal.

The Cumulative Distribution Function (CDF) is de ned in order to specify the
probability that the received signal does not exceed a specilevel R.

Log-Normal Fading

In log-normal fading, the amplitude gain is characterizedypa log-normal distri-
bution with probability density function

g (nx )2=2 2

f(x;; )= —sz—i (2.7)

For x > 0 , where and are the mean and standard deviation of the
variable's logarithm.

13
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Figure 2.13: Log-normal distribution.

14



Chapter 3

Wireless LAN According to
IEEE 802.11p

3.1 De nition of Key OFDM Parameters

The OFDM technique divides a signal with high data rate into sesral parallel
signals with lower data rates which are transmitted over orthgonal frequency
subcarriers.

The PHY of the standard IEEE 802.11a is using the OFDM technique it
64 subcarriers, [9], (the IEEE 802.11p standard is based on IEEBP2B11a). 52
subcarriers out of 64 are used for actual transmission, where 4& alata subcar-
riers and 4 are pilot subcarriers. The pilot subcarriers are usddr tracing the
frequency o set and phase noise. The PHY data packet structure iBustrated in
Figure 3.1. This structure is the same for IEEE 802.11a and IEEB02.11p. The
short training symbols, which are located at the beginning of evy PHY data
packet, are used for signal detection, coarse frequency o setigsition and time
synchronization. The long training symbols, which are locatedfter the short
training symbols, are used for channel estimation and synchroaizon reasons.
A guard interval time GI, i.e. cyclic pre x, is located in the OFDM data packet,
in order to remove the ISI caused by the multipath propagation Gl decreases
the system capacity and so the received e ective signal to interfence and noise
ratio.

Preamble T= TGI+TFFT

-
>
ue|e|u|s |67 | o [ud Gl Gl S'gnal G' Datal | Data2
' '
1]
] L
——

Short training Long training Signal symbol Data
symbols symbols RATE
Signal Detection Channel and Fine LENGTH
Diversity Selection Frequency offset
Estimation

A

=

Figure 3.1: packet structure.
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3.2 De nition of European 5.8 GHz Channel Layout

Table 3.1: Key parameters of IEEE 802.11p PHY and IEEE 802.1RHY (source

[7])

| Dierent parameters | IEEE 802.11a | IEEE 802.11p | Changes |

Bitrate Mb/s 6;9;12; 18 24; 3:4:5,6;9; Half
36; 4854 12;18; 24; 27

Modulation BPSK, QPSK, BPSK, QPSK, No change
type 16 QAM, 64 QAM | 16 QAM, 64 QAM
Code rate 1=2;1=3;1=4 1=2;1=3;1=4 No change
Number of subcarriers 52 52 No change
Symbol duration 4 s 8 s Two times
Guard time 0:8 s 1.6 s Two times
FFT Period 32 s 6:4 s Two times
Preamble Duration 16 s 32 s Two times
Subcarrier 0:3125MHz 0:15625 MHz Half
frequency spacing

To prepare the data packet of IEEE 802.11p for high mobility @hicular com-
munications, the bandwidth of the IEEE 802.11p PHY signal is deeased from
20MHz to 10 MHz, which means that all parameters in the time dona are
doubled. Table 3.1 illustrates the di erence between the 80RLp PHY and the
original IEEE, [7].

3.2 De nition of European 5.8 GHz Channel
Layout

The Federal Communications Commission (FCC) of the US has allated 75 MHz
bandwidth at 5:855 5:925 GHz for the Intelligent Transportation System (ITS).
This bandwidth is divided into seven 10 MHz channels, as shown indure 3.2,
and consists of one Control Channel (CCH) and six Service Changd|SCH).
IEEE 802.11p, in the US also called DSRC, has been adopted as eht@que to
o er ITS services on this frequency band. The IEEE 802.11p PHsia variation
of the OFDM based IEEE 802.11a standard, [9].

After investigations in Europe, a 30 MHz channel is recommendddr road
safety applications (5875 5905 MHz), and further 20 MHz (5905 5925 MHz) are
suggested to be considered for future ITS expansion, [10]. TheNdBz channel
is divided into the SCH and CCH as follows:

1. SCH1: (5875 5:885GHz) will be used for safety messages with lower
priority (in comparison with CCH) and tra c e ciency applicat ions.

2. SCH2: (5895 5:905GHz) will be used for short distance transmissions
which results in lower interference for SCH1 and CCH, because bEtlower
transmit power.
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Figure 3.2: Frequency allocation of DSRC/IEEE 802.11p in th US.

3. CCH: (5885 5:895GHz) will be used for high priority safety messages
and beacons.

The further 20 MHz (5:905 5:925 GHz) could be used in a di erent way. One
possibility is that the lower part is used as a SCH with low transnipower similar
to SCH2, and the higher part is used as a SCH with high transmit pav similar
to SCH1. This possibility increases the channel usage e ciency. hE proposed
European frequency allocation for ITS applications is illstrated in Figure 3.3.

‘ MOBILE (European Common Allocation)
C o] | |
Part 2 Part 1 Part 2
non-safety- road critical road road safety and
related safety safety traffic efficiency
and IVC and R2V IVC and R2V
traffic focus on IVC focus on R2V
efficiency|
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IvVC Service Control Service Public safety

Figure 3.3: Proposed ITS spectrum allocation in Europe [11].

There are interferences between di erent channels of ITS. dfeover, there are
some other systems that work in this frequency band and adjacebfinds that
can su er ITS or located as a victim from ITS side. These systems amgroduced
in following:

1. Fixed Satellite (Earth-Satellite) Service (FSS)

Radiolocation Service (RL)

Non-Speci ¢ Short-Range Devices (SRD)
Fixed Wireless Access (FWA) devices
Fixed Service (FS) (above 5925 MHZz)

ok o
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Table 3.2: Interferences in 5.875 GHz to 5.925 GHz (source [12])

Services and ITS as interferer ITS as victim

applications

1. FSS Compatible Compatible due to limit

number of stations

2. RL Compatible due to low transmit Interference exist in
power below 585 GHz 5:85 5:875GHz

3. SRD Mitigation technique required Mitigation technique required
in channels 172 174 required in channels 172 174
(5:855 5:875GHz)

4. FWA Mitigation technique in 172 174, Mitigation technique

Section 3.2.2 compatible in other ITS channels is needed in 172 174

5. FS frequency separation or ltering Interference exist in co-channel

required, no study due to
limit number of devices

band (channels 172 174)

6. Radio amateur

Compatible

Compatible

7. RTTT
Section 3.2.1

Compatible due to low transmit
power in RTTT frequency range

Interference depends on antenna
beam and limited to RTTT zone

6. Radio amateur (below 5850 MHZz)
7. Road Transport and Tra ¢ Telematics (RTTT) below 5815 MHz

The summary of Electronic Communications Committee (ECC) neort, [12],
about adjacent channels is:

5875 5905MHz: ITS will not su er from excessive interference resultqn
from other systems/services.
5855 5925MHz: ITS are compatible with all services providing

{ unwanted emission power below 5850 MHz is less tha®5 dBm/MHz.

{ unwanted emission power below 5815 MHz is less tha65 dBm/MHz
or alternatively, a mitigation technique would be to switch o ITS
while within the RTTT communications zone.

{ the unwanted emission power above 5925 MHz is less tha65 dBm/MHz.

Mitigation techniques are implemented by ITS in the frequecy range 5855
5875 MHz to ensure compatibility with FWA and SRD equipments.

The report of ECC is summarized in Table 3.2. The most importaninterfer-
ence between other systems and ITS, is due to RTTT and FWA. This westi-
gation is done according to the technical requirements of 8§ devices that are
explained in detail in [12].

3.2.1 Interference Between ITS and RTTT
Road Transport and Tra ¢ Telematics (RTTT) works in 5795

5805 MHz by

possible extension to 5815 MHz, for use by initial road to vehicle gms. Road
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toll systems works in 5805 5815 MHz and so there is 40 MHz guard band between
ITS and RTTT systems. RTTT DSRC devices are divided into two catgories.

Road Side Unit (RSU) is an active device with a high level of emissi power
and the sensitivity value can be compared to the value of ITS dees.

On Board Unit (OBU) is a passive device with low level of emission pew
and poor level of sensitivity.

The main problems between ITS and RTTT that may happen can beatego-
rized into three subjects:

Interference from the RTTT RSU on the ITS (OBU) when the car is le-
low the RTTT RSU in the main lobe to main lobe con guration. Swch a
situation may happen in a short time and very low probability.
Interference from the ITS on the RTTT RSU. If the unwanted levé of
ITS devices is lower than 65 dBm/MHz within the RTTT frequency band
(5795 5815MHz) then ITS OBU will not create interference on RTTT
RSU. Anyway a mitigation technique that switch o ITS within the RTTT
communications zone could be a good method to prevent interénce.
Interference from the ITS onthe RTTT OBU. The OBU requiresa 60dBm
signal to wake up and understand commands. The unwanted emissiewe|
of ITS devices is unlikely to reach such low sensitivity. Howevaf the
RTTT OBU receiver is not Itered and is too sensitive outside itsidenti ed
band, such situation may occur within the ITS band.

3.2.2 Interference Between ITS and FWA

Fixed wireless access (FWA) are wireless systems, those provide lgcanectivity
for a variety of applications and using a variety of architeaires and works in
5:725 5:875GHz.

To protect interference with FWA, some parameters should be iegtigated as
follows:

Required propagation loss (attenuation) should be calculadglink budget).
Separation distance should be calculated.

Out of Band (OoB) attenuation factor (if the victim and inter ferer do not
share the same active band).

Side lobe attenuation factor (if the transmission scheme doestnmply the
main beam).

In this section two scenarios are de ned, co-channel interiemce and adjacent-
channel interference. In a co-channel analysis (58555875 MHz), protection
ranges must be greater than a few kilometers. But in adjacent ahnel scenario
(5875 5925MHz), a few hundred meters protection range can be enoutgh
avoid the interference. So the protection ranges explained [12] reduce if ITS
and FWA do not share the same frequency range. Anyhow some mitigat
techniques are required when FWA and ITS devices use a part dfet spectrum
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together (in the co-channel band 5855 5875 MHz). The protection ranges are
very small in order to protect ITS from FWA.

In general, ITS will not receive too much interference from WA devices if
they do not share the same frequency band, but in the frequencgnge 5855
5875 MHz ITS may su er from interference. The protection rangeregarding to
the di erent channels are achieved by using the required pragation loss Lrs)
that is given by, [12],

B; .
Lrs = C + 10log B—' G, eirp: S: (3.1)
A\

S = C=l is the protection criterion (S=6dB)

C is the sensitivity of the victim at the antenna input in dBm
B, is the receiver bandwidth of the interferer in MHz

B, is the bandwidth of the victim in MHz

G, is the victim antenna gain in dBi

e:ixr:p: is the equivalent isotropically radiated power of the intedrer in
dBm.

3.2.3 Basic Channel Usage Scenarios

The main frequency band allocated for ITS applications in Bwpe is 5875
5:905 GHz. Three scenarios can be de ned to divide the allocatedrwidth, as
explained in [10]:

Single 30 MHz channel MHz, that will need new technologies besitAVE.
Three 10 MHz channels, which needs two transceiver (SCH1 + SCH2 +
CCH) ! Scheme A.

One 20 MHz and one 10 MHz, channel-interference problems existlaneeds
WAVE channel switching (CCH+2 SCH)! Scheme B.

In order to describe the property of these channels, some paramet, as ex-
plained in [10], are considered like latency, channel interence, bandwidth usage
e ciency etc and nally a suggestion is prepared.

Latency

Low latency is an important factor for safety messages. Latency ischeme A
corresponds to the priority of channels. CCH and SCH1 have thedtier priority
in comparison with SCH2. So the delay for messages in the CCH andHECis
less than in SCH2.

CCH and SCH in Scheme B have the same switching cycle, so the proitity
that a message nds CCH to be active or inactive will be the same dsr SCH
(each SCH is active after the service notice in CCH). The de nibns of CCH,
SCH1 and SCH2 are explained in Section 3.2.
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Channel Interference

There is very limited interference in scheme A between CCH ar®iCH1, because
these channels are non-adjacent. SCH2 has more interferendéhwhe other
channels, but if SCH2 has lower power than CCH and SCH1 (for exafepdl5 dB
lower), then there will be no considerable interference fro®CH2 on the other two
channels. Finally a problem remains, SCH2 always su ers by intierence from
the CCH and SCH1 (SCH2 has less priority in comparison with CCH ang8iCH1).

In scheme B if CCH be located between two SCHSs, there will be no adgnt
channel interference, because each channel, CCH or SCH, warkdy on it's own
time interval. But there exists still a small non-adjacent chanel interference. In
this situation, scheme B is slightly preferred.

Hardware

There are two channels in Scheme A that work at the same time, dwvireless
network interfaces are needed that may cause extra costs. Inghtase software
drivers are available for the hardware and so there will be nceed to additional
drivers. But Scheme B has one active channel at a time, so it neednly one
wireless network interface, but requires an implementationf WAVE synchro-
nized channel switching. Overall the Scheme B is slightly pefred over Scheme
A, but it still depends on the hardware prices.

Bandwidth Usage E ciency

In this section the e ciency of channel allocation is investigted according to
the durag,on of bandwidth usage. Bandwidth usage e ciency carbe de ned
by E = Bandwidth  Percentage of active time In scheme A, CCH and
SCH1 can be active at the same time, so e ciency can be calculatesily by:
Eschemea =2 10MHz 100% = 10MHz 200%.

In scheme B, every channel can be active only half of the time, @ bandwidth
usage e ciency iISEgchemes = (1  20MHz+1 10MHz) (50% x%) and X
is the switching time. By comparing Eschemea @nd Egchemes, WE can see that
Scheme A is preferred over scheme B in this case.

Additional Frequency Band (5.905 - 5.925 GHz)

In scheme A the rst lower 10 MHz channel of the additional bandwdth (5:905
5:925 GHz) can be like SCH2 with lower transmit power in compare WitSCH1
and CCH. The last channel can work similar to the SCH1. By this usagé¢he
channel usage e ciency will raise by 1IMHz  100%.

In Scheme B two 10 MHz channel can be added to the SCH. So the whsleH
bandwidth will be 40 MHz. But still the adjacent channel intererence problem
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exists with the new added channels, so both added channels can work at the
same time. In this situation to reduce the adjacent channel ietference, two new
channels can not work at the same time and so the active time shdle reduced.
Total channel usage e ciency increases by 10 MHz 50% in scheme B, which is
less than the increased e ciency in scheme A. Finally scheme A isegdferred in
this case over scheme B.

Reliability

Reliability is also a critical factor for safety messages and thefore it is essential
for the nal suggestion. All devices must be synchronized in SchenB, with a

unit reference. Unsynchronized devices or any kind of inacany can make the
WAVE channel switching not possible. Scheme A has no need for synahization.

So scheme A is preferred over scheme B in the reliability evatign.

Node Density and Prioritization

When the amount of nodes, that want to have communication togleer, increases,
controlling the amount of data tra ¢ will be important and it can be done by
controlling the packet size, changing the packet generatiaate and transmitting
power. Available congestion control mechanisms can be implemed on both
schemes, so there is no preference for these parameters. Also botlesas can
carry prioritization of di erent message types, so no preferemecwill exist due to
this factor.

Brie y, the 30 MHz channel scenario requires new hardware (tresceiver), which
is a drawback. Concurrent usage of two adjacent channels casis®nsiderable
packet loss and also 20 MHz channels are more susceptible to BERrtH® MHz
channels. On the other hand interference happening betweeanadjacent chan-
nels is much lower than interference between the adjacentasimels. Totally the
advantages of scheme A are greater than of scheme B. But Intediece on neigh-
boring systems and infects from other devices those investigdte sections 3.2.1
and 3.2.2 can change this priority. These factors can be a gogdide to decide
on the extra bandwidth (5905 5:925 GHz) usage. Using the extra band is an
open question and is still under investigation, [10].

22



Chapter 4

Measurements of Transmitter
Frontend

In this chapter, measurements of di erent parameters are eigined in detail and
the nal results are compared with the speci ed values from IEE 802.11p stan-
dard. At the beginning, some test signals similar to the IEEE 8021p signals
are generated by a Vector Signal Generator (VSG) frolRohde Schwarz named
SMU-200A. There is a software related to this generator nameW/ inlQSIM
that can generate IEEE 802.11a signals. The IEEE 802.11p testrségs also could
be generated after some changes. This software is connectedie $M U-200A
through LAN and nally the desired test signal could be achievedni signal gen-
erator's output. After this measurements were done with a redEEE 802.11p
WLAN transceiver developed by Siemens AG Austria, introduced i&ection 4.1
in detail. Measurements were done at the transmitter like emigsi power, spec-
tral emission, guard interval and ramp-up / ramp-down time. The measurement
of some other parameters could not be implemented due to lired in access to
the physical layer parameters of the Device Under Test (DUT).

4.1 Siemens WLAN Transceiver (DUT)

The whole desired measurements were implemented on a new WLAIMrsceiver
made by Siemens AG Austria, fabricated for V2V communicationsased on IEEE
802.11p standard. Beside the IEEE 802.11p function also GlobBbsitioning
System (GPS) is included (over an external antenna). The DUT ishown in
Figure 4.1:

A: Transceiver's antenna

B: Attenuator used in class C measurements (10dB, 2 Watt, 6 GHz)

C: 50cm cable

D: Serial port

E: LAN cable

F: Power cable

A 10dB attenuator is used in class C measurements, in order to remithe

input power of the analyzer, because there is a limitation of031Bm in the F SQ-
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Figure 4.1: IEEE 802.11p Transceiver (Siemens).

26 spectrum analyzer (this analyzer is introduced in Sectiof.2). In order to
work in a linear area, it is suggested to work with an input poweof 10 dBm at
maximum.

To work with the Siemens transceiver, we need to be connecteal it by com-
puter using a general client. Several parameters in this dee can be con-
trolled, like txpower, bitrate (which de nes the modulation type and coding
ratio), and working channel. There are several software toofsr connection to
the transceiver through LAN. In this casePuTTY is used.PuTTY is a terminal
emulator application that can behave as a client. Figure 4.8hows thePuTTY
con guration window and Figure 4.3 shows the window of this @nt to enter
commands.

An IP address has been de ned for each transceiver by Siemens AG sAu
tria. Therefore this IP address must be entered into the IP addss block of the
PuTTY. The changeable parameters can be changed after connecttogthe
device by using some prede ned commands. The most usable commaiads
\iwlist" (to list the changeable parameters) and \iwcon g" (to see the current
values of parameters). The command format is \iwlist" to list the whole pa-
rameters, or \iwlist bitrate" to show the options for each paraneter, and to set
a parameter like transmit power, the command is: \iwcon g athOtxpower 10".
The Siemens device has two antenna ports, namathO and ath1 that has to be
chosen for each parameter setting. The digit 10 in the command esp es the
txpower level in dBm.

4.2 Measurement devices

A spectrum analyzerF SQ-26 from Rohde&Schwarz company is employed to
measure the spectrum mask and emission power of the transmitter. &Hre-
guency range ofF SQ-26 is 20Hz 26:6 GHz and it also can work in time do-
main. But to measure time domain parameters of the transmitterlike guard
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Figure 4.2: Con guration window of PuTTY client.
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Figure 4.3: Command window oPuTTY client.

interval (cyclic pre x in this case) and ramp-up/ramp-down time, an oscillo-
scope with 12 GHz frequency range and 40 Gsa/s sampling rate is userhis
oscilloscope is a digital storage oscilloscope (DS091204A) frohe tcompany
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Agilent Technologies Figure 4.4 shows the employed oscilloscope connected to
the transceiver with a 50 cm coaxial cable.

Figure 4.4: Agilent Oscilloscope connected to the Siemens tsaeiver.

4.3 Emission Power

In this section, the setting of the transceiver and spectrum anger for emission
power measuring is explained. Further the measurement resuldsse compared
with the speci cations from IEEE 802.11p standard.

4.3.1 Measurement Set-Up

This test ensures that the maximum output power does not exceele speci ed
value. Excessive output power may result in blocking other WLAN e&lvices from
transmission or non-conformance with national regulations fdhe assigned fre-
guency bands.
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Present device (RouterBOARD 532A, Siemens) does not support clad3s so
measurements were done on class A, B and C (more details aboutnsanission
classes are explained in Section 2.2.1). To set the device tortsanit in each class,
we need to map the set value by software to the real output powem.his means
that Txpower of the DUT should be set on 6dBm to be in the desired rage of
class A. According to the IEEE 802.11p standard it should be 0 dBm.

Emission power was measured with the signal analyzét $Q-26 Rohde& Schwarz).
First of all, the centre frequency of the analyzer is set to theentre frequency of
working channel. In this case channel number 184:@5 5:925GHz) is used,
so the frequency is set t0 92 GHz. To see the whole signal of the channel and
also the shoulders of the signal (e ect of the channel on the adjent channels), a
40 MHz span is de ned. The signal reaches to the noise oor and has B ect on
the adjacent and non adjacent channels. The reference levélamalyzer changes
depending on the transmission class. In this work, the referencevél is set to
20dBm to cover the measurements in all classes.

The Resolution Bandwidth (RBW) speci es the FFT bin size and de¢rmines
the smallest frequency that can be diagnosed and also determirtke measure-
ment precision. The higher RBW value the lower frequency resaion and vice
versa. The smaller value of RBW is more e cient for narrow band gjnals due to
higher frequency resolution requirement. But in our case, thieandwidth of the
channel is 10 MHz, therefore 100 kHz RBW value can cover the recgd resolu-
tion.

To see a more reliable signal, the RMS detector is selected to despthe RMS
value of measured power. Therefore the root mean square of alimgded level
values is formed during the sweep of a pixel. The sweep time deténes the
number of averaged values and with increasing sweep time a legttaveraging
result can be obtained. The video bandwidth must be at least 10nties of the
selected RBW (in our case: 10 100kHz = 1 MHz) to ensure that video Itering
does not cancel the RMS values of the signal. The display for sinsignals is,
however, the sum of signal power and noise power. For short sweepéds, the
RMS detector is equivalent to the sample detector. If the sweedpme is longer,
more and more uncorrelated RMS values supply the RMS value nsegement
and therefore the trace becomes more smooth. At a RBW of 100 kHzet maxi-
mum frequency display range is 68 MHz (suitable for our case) and higher sweep
time causes smoother and more stable signal. The best choice foregvéme is
the smallest possible value for a given span and resolution band#id Overall
the sweep time is selected to 200 ms according to the 40 MHz span dat®d kHz
RBW, [13].

After choosing the setting, the channel power measurement comgation is
enabled and then 10 MHz is de ned for the channel bandwidth. Térsignal ana-
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lyzer's setting is as following:

Frequency: 592 GHz, Centre frequency of working channel (channel 184)
Span: 40 MHz to see the complete signal

Reference level: Maximum expected output power, depends @mrking
class, (I set this parameter on 20dBm to cover all classes)

RBW: 100 kHz

VBW: 1 MHz

Sweep time: 200 ms

Detector: RMS detector sweep

Channel power ACP! CP/ACP Cong ! Channel bandwidth: 10 MHz
(ACP is pointing to adjacent channel power and CP is pointingo channel
power)

4.3.2 Measurement Results

For Class A, maximum speci ed Txpower is equal to 0dBm. Figure 8.shows
the analyzer screen shot for this measurement. The measured alior class A
is 1:8dBm that is slightly higher than standard de nition. In this class, trans-
mitter is set by software to 6 dBm, which means that there is an et between
the software set power and the read output power.

Figure 4.5: Measurement result for emission power in class A.

For Class B, maximum speci ed Txpower is equal to 10 dBm. Figuré.6 shows
that the emission power in class B is:24 dBm and therefore this value is located
in the prede ned range from the standard.
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Figure 4.6: Measurement result for emission power in class B.

For Class C, maximum speci ed Txpower is equal to 18dBm. As illusated
in Figure 4.7, emission power is equal to 166 dBm, therefore transmitter works
properly in this class.

Figure 4.7: Measurement result for emission power in class C.

These measurement were done in channel 18498 5:925GHz). Investi-
gation of the measurement in other channels of IEEE 802.11p st®the same
results for the DUT (RouterBOARD 532A, Siemens).

Consideration of total emission power shows that the device cae bsed in class
B and C without any problem, in class A the output power is slighy higher than
the maximum allowed output power.
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4.4 Spectral Emission

4.4 Spectral Emission

Emission power spectrum mask measurement are done to ensure thag¢ AUT
does not manipulate WLAN devices working in adjacent chanrel Transmitter
Iter is not de ned in IEEE 802.11p standard, but transmitter spectrum mask is
de ned and must be passed. Therefore, design of the transmitter dhtul Il the
speci cation of spectrum mask de ned by IEEE 802.11p standard1{].

To see the spectrum mask of the transmitter working with OFDM signig,
there is an option that can be installed on the signal analyzé¢ SQ 26. This
option is named WLAN and designed for working under IEEE 802.81 b, g, j
standards. The other way is a manual setting of the analyzer for el a signal.
In this case, | set the analyzer manually step by step.

There are 4 classes of transmitters de ned in IEEE 802.11p andakacase has
its own mask. The mask regarding to the class A, B, C, D are shown indtire
4.8.

C D

Figure 4.8: Class A, B, C, and D spectrum masks de ned in IEEE 802f stan-
dard.

4.4.1 Measurement Set-Up

First of all, each mask is de ned manually for the analyzer. Fothis purpose,
the "Lines" menu is used. Limit lines are de ned for the analyzeto determine
spectral distribution boundaries. These lines point to the uppdimits for radia-
tion to prevent interfering to other systems and also to protecthe human from

30



4.4 Spectral Emission

high power radiations.

For each limit line regarding to each transmission class, the folling charac-
teristics are de ned in frequency domain:

1. The name of the limit line.

2. The reference of the interpolation points to the X axis.

3. The reference of the interpolation points to the Y axis.

4. The limit line units to be used. The units of the limit line must be com-
patible with the level axis in the measurement window.

As shown in Figure 4.8, the spectrum mask is de ned for 40 MHz banddith
(20 MHz o set from the centre frequency of working channel). Térefore 40 MHz
span is a good choice. The reference level is set on a value to emghat the
peak of the signal can be observed. On the other hand, the de nedask unit is
dBr. Therefore each signal has an o set depend on the workingask to set the
highest level of the signal on 0dBm. A reference level betweedBm to 15dBm
is suitable in this case to see the spectrum of the signal.

A 100kHz RBW is selected due to the same reason discussed in Secti@l4.
The detector is set on maximum peak detector and the VBW of 300 kHg se-
lected in this case. To see the unstable signal as we have in thiseamaximum
hold option is enabled in "Trace” menu. Moreover to have a staé shape of the
signal, a few seconds delay are required between enabling thaximum hold
option and registering the result.

Overall, the analyzer settings are de ned as following:

Frequency: 592 GHz, Centre frequency of working channel (channel 184)
Span: 40 MHz

Reference level: 18 dBm for class A (between 5dBm and 15dBm is suit-
able)

RBW: 100 kHz

VBW: 300 kHz

Detector: Maximum peak detector
Trace: Maximum hold

4.4.2 Measurement Results

The transmitted signals regarding to the spectral mask measuremeare in dBr
and shown below. The red lines in the gures below show the mask ded by
IEEE 802.11p standard that | entered manually in the analyzerThe spectrum
of the transmitted signal in di erent classes is plotted with blwe color.
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Figure 4.9 shows the comparison between the signal in class A aheé tde ned
mask of the standard. An o set of 2:5dB is added to the signal in class A to
be matched with the prede ned mask in the standard in dBr unit. Asllustrated
in Figure 4.9, the signal has 2dB to 10dB margin to the prede ret mask in
the adjacent channel. But the margin for nonadjacent chanhés approximately
10dB and constant. The mask for class A is not so sharp compared wibther
classes and so the signal is below the mask and does not exceed thaaltion.
Therefore the transmitter meets the speci cation of IEEE 802A.1p standard in
class A.

Figure 4.9: Class A spectrum mask compared with IEEE 802.11p.

In class B, 3:5dB o set match the highest level of the signal on 0dBm and
therefore the signal level converts to dBr unit. By comparisoof the signal with
the de ned mask, the margin can be observed. As in Figure 4.10ufitrated, the
margin in adjacent channels is between 0 to 10dB and is largéran 10dB for
nonadjacent channels. Overall, the spectrum is acceptable fdass B and passes
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the necessary speci cations.

Figure 4.10: Class B spectrum mask compared with IEEE 802.11p.

Comparison of class C with related mask shows that the spectrum afahs-
mitted signal can not follow the de ned mask and exceeds in bothadjacent
channels and nonadjacent channels. One point should be menia that the
edges of the spectrum mask de ned by IEEE 802.11p standard are gher in
this class compared with class A and B. Figure 4.11 illustratehé prede ned
mask and transmitted spectrum from the DUT (RouterBOARD 532A, Sierans).

4.5 Error Vector Magnitude
To measure the Error Vector Magnitude (EVM), a Vector Signal Andyzer (VSA)

(for example F SQ-K 70 RohdeX Schwarz) can be used. There are several possi-
bilities to measure the EVM from an OFDM signal:
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4.5 Error Vector Magnitude

Figure 4.11: Class C spectrum mask compared with IEEE 802.11p.

MATLAB: Importing the signal to MATLAB, demodulation and calcu lat-
ing the EVM by signal processing. It takes a lot of work and time.
Carrier: In this case the EVM could be measured individually foeach car-
rier. One subcarrier can be selected and be sent to the VSA as a singhr-
rier signal to measure the EVM. For this purpose, the transmitted gnal's
speci cations must be known and also we must have access to the sulbiea
ers for edition (at present DUT, "RouterBOARD 532A" transceiver,there
is no access to the subcarriers). Following parameters must berded at
the VSA before EVM measurement.

{ Modulation type
{ Bitrates
{ Modulation lter type
Possible choices for these parameters can be found in Table 3.1.

Using an OFDM demodulator software based on IEEE 802.11p in the VSA:
The software optionK 96 is a general OFDM demodulator and not speci ed
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4.6 Guard Intervals

for IEEE 802.11p signals. There are some other options speciaetifor IEEE
802.11a,b,g but still nothing designed for IEEE 802.11p.

Due to limitation in time and available equipment during the thesis working
period, it was not possible to measure the EVM.

4.6 Guard Intervals

Guard interval's concept is explained in detail in sections.2.2 and 2.2.3. Overall,
1:6 s of symbol time is allocated as guard interval and the cycliae x technique
is used for the OFDM signal. The symbol period is:8 s and therefore the whole
symbol takes 8 s (64 s+ 1.6 s), illustrated in Figure 2.4. In this section, the
measurement setup, regarding to the guard interval measurentas de ned fol-
lowed by results of these measurements.

In this work, | did a visual measurement on the transmitted signaln time
domain. A more exact measurement can be implemented by coatehg the
transmitted signal, x(t), with the signal itself by a delay equal to the symbol
period (64 s), x(t+ ). Since cyclic pre x is used as guard interval in OFDM
signal, the result of correlation is a peak in guard interval dation. Figure 4.12
shows this process. The delayed signal can be generated by a clehemulator.
In the following, the measurement setup and the results for thease of visual
measurements is described.

Tal Tsymbol period

Shifted signal

Tdelay=T symbol period H

Max
correlation

Figure 4.12: A measurement process to nd cyclic pre x duratio.

4.6.1 Measurement Set-Up

As mentioned before, a visual measurement of the guard intenayclic pre x)
is provided for an OFDM signal transmitted by the DUT. The measurment
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4.6 Guard Intervals

is done in time domain, implemented with the oscilloscope intiduced in section
4.2. The transmitter is set to transmit signal in class B (10 dBm ermssion power),
with 9 Mb/s data rate and centre frequency of 82 GHz (channel number 184).
At the oscilloscope the vertical scale is set to 1V and horizontalcale is set to

1 s, therefore 10 s of the signal can be observed on the screen (the length of a
symbol is 8 s).

4.6.2 Measurement Results

The transmitted data is a periodic random signal. We know thathe cyclic pre x
technique is used in the transmitted signal. This means if we ndwo parts in
the signal with 16 s length, similar to each other, we can say that one of them
is cyclic pre x and the other one is the last part of the symbol tat is repeated
at the beginning. Figure 4.13 shows 10s of the transmitted signal. T is the
whole symbol duration plus the cyclic pre x, equal to 8 s and the Tgynp is the
symbol duration, equal to 64 s (8 s 1.6 s). The left red arrow shows the
cyclic pre x of the signal with duration of approximately 1.6 s, that meets the
speci cations of the IEEE 802.11p standard.

H Topmb

Tal

Figure 4.13: Cyclic pre x visualizing.
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4.7 Ramp-Up/Ramp-Down Time

4.7 Ramp-Up/Ramp-Down Time

Ramp-up and ramp-down duration show the rapidity of the devie reaching to
a stable carrier level depending on transmitter's working cts. Di erent trans-
mitter classes are explained in section 2.2.1 in detail. Dataansferring in an
OFDM signal shall be started with a delay larger than the ramp-upuration.
IEEE 802.11 standard de nes a maximum 2s for ramp-up/down duration for
Direct Sequence Spread Spectrum (DSSS) signal, [4], and #eés no specied
de nition for ramp-up/down time for OFDM signals in IEEE 802.11p standard.
Therefor | assumed this limitation value be the same for IEEE 8021p, too. Re-
sults of measurements can be optimized by nding the stable levef the carriers
with higher accuracy (Max Hold detection in oscilloscope). But | do not expect
considerable di erences. In the case of using thdax Hold, it is necessary to set
the trigger to see a stable signal on the screen.

4.7.1 Measurement Set-Up

To measure the ramp-up / ramp-down duration for class B and C, th vertical
and horizontal scale of the oscilloscope is set on 1V and$ respectively. By this
setting the rst part of the signal can be observed, which shows thigansmission
start time and data sending time. In class A, the vertical scale is s& 500 mV
due to lower emission power. Then the horizontal scale is reddct® nd the
stable level of the carrier before data transmission. After calt@ation of 10 %
and 90 % of the stable level, and locating the horizontal marke on these levels,
the vertical markers location can be nd to measure the rampquduration. The
left marker is placed on the junction of lower horizontal maser with the signal,
and the right marker shows the rst point where the signal reactethe upper
horizontal level. The transceiver is transmitting 9 Mbit/s daa rate and is working
in channel 184. The next section shows to the results of ramp-upeasurements.
First of all, the transceiver is set to class C and a 10dB attenuatas used to
protect the oscilloscope (4 V is the limitation of input voltag in the oscilloscope).

4.7.2 Measurement Result

Figure 4.14 shows the start point of transmission of a packet of dateach packet
takes 4 ms). Carriers are reaching to the stable level after amgximately 10 s,
and then data transmission is started by 16s delay from start transmission
point.

The next task is to nd the stable level of the carriers, illustrated in Figure
4.15. The maximum stable level is approximately at 2V and a mker Ay is
located on this point. Now 10% and 90 % of this level are calctéal according
to the ramp-up de nition:
2V 90% = 1.8V
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4.7 Ramp-Up/Ramp-Down Time

Figure 4.14: Signal envelope in class C by 10dB attenuation.

2V 10% =02V

Horizontal markers, Ay and By, are located on calculated levekss illustrated
in Figure 4.16, and vertical markers, Ax and Bx, are located onhe junctions
as described in section 4.7.1. Finally the ramp-up time can bégerved in the
bottom of the gure (white arrow is pointed to the ramp-up time). The assumed
limitation is 2 s, but ramp-up time is equal to 218 s for RouterBOARD 532A
which slightly larger than the speci ed value.

Measurements are implemented for class A and B too. In order toeasure
class A and B, attenuator is removed due to lower level of theansmitted signal,
which is less than the oscilloscope's limitation. The largest hkege for ramp-up
time belongs to the transmission in class B,:80 s, which is more than 16 s
larger than the limitation. In class A, the ramp-up time is equato 2:41 s,
therefore the transmitter needs to be optimized in this clasb.
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Figure 4.15: Stable level of carriers in class C by 10 dB atteation.

Figure 4.16: Ramp-up observation in class C by 10dB attenuatio
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Chapter 5

Summary

In this thesis, | rst described fundamentals of OFDM transmission ad frontend
characterization parameters in general. | further extendkthese investigation to
the speci cations of IEEE 802.11p standard regarding to eachapameter. This
de nes the expected requirements of an inter-vehicle commigation transceiver.

Then speci cations of a WLAN transmission based on IEEE 802.11p astud-
ied and di erent possibilities of the bandwidth usage are evahied.

The RF frontend consists of transmitter, receiver and local odldtors. The
main work of this thesis was performing di erent measurement® evaluate the
performance of the transmitter. After research on expected was for each pa-
rameter, the measurement setup was implemented and the resulisre compared
with IEEE 802.11p standard speci cations. The measurement setugnd results
have been given in Chapter 4. The results describe the behaviadrthe transmit-
ter in the frequency domain as well as in the time domain and ati erent power
levels. Furthermore they show how much the transmitter ful llsits speci cations.

In the case of measuring the emission power, the results for transsion classes
B and C are ful lled, but the transmitter needs some optimizaton in class A.
The spectrum of the emission signal meets the speci cations in skes A and
B, but the spectrum in class C exceeds the limitations. The guarphterval of
the transmitted signal meets the speci cations of the standardAlso ramp-down
time ful lled the requirements. In the case of ramp-up measureemt the mea-
sured times are slightly more than the expected values in allagdses.

Overall, the work on other parts of RF frontend like receiverand the local
oscillator, measuring of the other frontend parameters like \BM and IP3, and
the ability of receiver to mitigate the e ect of fading in data transmission are
necessary to have a reliable evaluation on the DUT.
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